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AN ACT to amend 134.43 (3), 968.27 (10) and 995.50

(7); emdreate 968.373 and 968.375 (4) (c) of the statutes;

relating to: prohibition on tracking the location of a cellular telephone by law enforcement without a warrant.

The people of the state of Wisconsin, represented in
senate and assembly, do enact as follows:

SecTion 1. 134.43 (3) of the statutes is amended to
read:

134.43(3) Any person who is the victim of an intru
sion of privacy under this section is entitled to relief
unders. 995.50 (1) and (4) unless the agieésmissible
underss. 968.27 to-968.3¥68.373

SeECTION 2. 968.27 (10) of the statutes is amentied
read:

968.27(10) “Investigative or law enforcementfif
cer” means any diter of this state or political subdivi
sionthereof, who i€mpowered by the laws of this state
to conduct investigations of or to make arrests for
offensesenumerateih-ss.-968.28 to-968.3jolations of
the laws that he or she is employed to enfoere any
attorneyauthorized by law to prosecute or participate in
the prosecution of those fainses.

SecTioN 3. 968.373 of the statutes is created to read:

968.373 Warrant to track a communications
device. (1) DeriNiTION. In this section, “communiea
tionsdevice” includes any wireless or mobile device that
transmitswire or electronic communications.

(2) ProHBITION. Except as provided in sub. (8), no
investigativeor law enforcement 6€er may identify or
track the location of a communications device without
first obtaining a warrant under sub. (4).

(3) APPLICATION FORWARRANT. Upon the requestf
adistrict attorney or the attorney general, an investigative
or law enforcement diter may applyto a judge for a
warrantto authorize a person to identify or track the doca
tion of a communications devic&he application shall
be under oath or &fmation, may be irwriting or oral,
andmay be based upon personal knowledge or informa
tion and belief. In the application, the investigative or
law enforcement diicer shall do all of the following:

(a) Identify the communications device.

(b) Identify, if known, the owners or possessors of the
communicationslevice.

(c) Identify, if known, the person who is the subject
of the investigation.

(d) Provide a statement of the criminaferfse to
whichthe information likely to be obtained relates.

(e) Provide a statement that sets fdetbts and cir
cumstanceshat provide probable cause to believe the
criminal activity has been, is, or will be in progressl
thatidentifying or tracking the communications device
will yield information relevant to an ongoing criminal
investigation.

(4) WARRANT. A judge shall issue a warrant autheriz
ing a persono identify or track the location of a commu
nicationsdevice if the judge finds that the application sat
isfiesthe requirements under sub. (3). A warrant issued
underthis subsectiomay not authorize the action for a
periodthat exceeds 60 days. A judge may extend the

* Section 9911, WIsconsINSTATUTES: Effective date of acts. “Every act and every portion of an act enacted by the legislature over thegy
partialveto which does not expressly prescribe the time when it taflees siiall take ééct on the day after its date of publication.”
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authorizedperiod upon the request of the attorigey
eral or a district attorney if the request satisfies the

requirementaunder sub. (3). Each extension may not

exceed60 days but there is no limit on the number of
extensions judge may grant.

(4m) Scecrecy. A warrant under sub. (4) shdke
issuedwith all practicable secrecy and thequest,
application,or other information upon which the warrant
is based may not be filed with the cleskmade public
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or information, facilities, or assistance in accordance
with the terms of the warrant.

(b) A person who discloses the location of a commu
nicationsdevice undesub. (8) (b) is immune from civil
liability for the acts or omissions in making the disclosure
in accordance with sub. (8) (b).

(c) No cause of action may arise against any provider
of electronic communication service, or its fiolers,
employeespr agents or other persospecified in the

until the warrant has been executed and returned to thecourt order under sub. (5), for providing information,

court. The judgemay issue an order sealing the applica
tion, requestpr other information upon which the war

rantis based. The judge may issue an order prohibiting

facilities, or assistance in accordangith the terms of a
courtorder under sub. (5).
(7m) TECHNICAL IRREGULARITIES. Evidence dis

any person who has been ordered by the judge to provideclosedundera warrant issued under sub. (4) may not be

assistancéo the applicant from disclosing the existence
of the warrant or of the investigation to any otherson
unlessordered by a judge.

(5) AssistaNcE. Upon the request of the attorney
generala district attorneyor a law enforcement agency
authorized by avarrantissued under sub. (4) to track or
identify the location of a communications device, the
courtshall ordera provider of electronic communication
serviceor otherperson to provide to an investigative or
law enforcement dicer information, facilities, and teeh
nical assistance to identify or track thecation of the
communicationslevice. A person who is ordered under
this subsection to provide assistarst®ll be compen
satedfor the reasonable expenses incurred.

(6) CONFIDENTIALITY OF INFORMATION. (@) Informa

suppressethecause of technicakegularities or errors
not affecting the substantial rights of the defendant.

(8) ExceptioN. (a) The prohibition in sub. (2) does
notapply to an investigative or law enforcemeriioafr
who identifies or tracks the location of a communications
deviceif any of the following applies:

1. The customer or subscriber provides consent for
theaction.

2. An emegency involving dangeof death or sei
ousphysical injury toany person exists and identifying
or tracking the location of the communications device is
relevantto preventing the death or injury or to mitigating
theinjury.

(b) A provider of electronic communication service
may disclose the location of a communications device

tion obtained under this section regarding the location of without a warrant if any of the following applies:

a communications device is not subjectthe right of
inspectionand copying under s. 19.35 (1).

(b) The attorney general, a law enforcemegency
or a district attorney that obtains under this sectioninfor
mation regardingthe location of a communications
device,or evidence derived from the information, shall
destroyany information or evidence derived from ittié
trial court reaches final dispositidor all chages in con

1. The customer or subscriber provides consent for
the particular disclosure.

2. Theprovider of electronic communication service
believesin good faith that an emgency involving the
dangerof death or serious physical injury to any person
existsand that disclosure of the location is relevant te pre
ventingthe death or injury or to mitigating the injury

(8m) JurispicTION. For purposes of this section, a

nectionwith the investigation that was the subject of the personis considered to be doing business in this state and

warrantunder sub. (4) ando person was adjudged guilty
of a crime in connection with the investigation.

(c) Information regarding the location of a comimu
nicationsdevice that is obtained undeis section may

is subject to service and execution of process from this
state|if the person makes a contradgth or engages in a
terms of service agreement with any other person,
whetheror not the other personasresident of this state,

be disclosed to other investigative or law enforcement and any part of the performance of the contract or provi

officers.

(6m) ReTURN. A warrant issued under sub. (4) shall
bereturned, including in the form of a summary descrip
tion of the informatiorreceived, to the court not later than
5 days after the records or informatidascribed in the
warrantare received by thattorney general, district
attorney,or law enforcement agenayhichever is desig
natedin the warrant.

(7) DEFENSEAND IMMUNITY. (a) A person on whom
awarrant issued undsub. (4) is served is immune from
civil liability for actsor omissions in providing records

sionof service takes place within this state on any-occa
sion.

(9) S=i1zure. Any device used in violation of sub. (2)
may be seized as contraband by any kwforcement
officer and forfeited to this state in an action under s.
973.075.

SecTiON 4. 968.375 (4) (cpf the statutes is created
toread:

968.375(4) (c) Arecord or information that identi
fiesthe location of a device used to transmit electronic or
wire communications.
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SecTioN 5. 995.50 (7) othe statutes is amended to SeEcCTION 6. I nitial applicability.
read: (1) This act first applies to information regarding the

995.50(7) No action for invasion of privacy may be location of a communications device obtained on the
maintainedunder this section if the claim is based on an effectivedate of this subsection.
actwhich is permissible under ss. 196.63 or 968.27 to
968.37968.373




